Tenable Vulnerability Management for Guardicore Centra

**Take action on vulnerabilities in your organization with risk-based segmentation**

Tenable provides security stakeholders with a risk-based view of their organization’s entire attack surface — from IT to the cloud to containers. With this insight, organizations can quickly identify and investigate areas where risk reduction is critical.

This powerful vulnerability management data can now be brought into the Guardicore Centra Security Platform. Using the integrated solution, customers can label assets in Guardicore with relevant Common Vulnerabilities and Exposures (CVE) and risk scores.

Then, security teams can use the new risk-based data to quickly create informed segmentation policies that block traffic or generate an alert.

**Technology Components**

- Tenable.io
- Guardicore Centra Security Platform

**Key Benefits**

- **Continuous Visibility**
  Automatically sync and continuously track known and unknown assets with their associated vulnerabilities.

- **Prioritize Security Activities**
  Combine vulnerability data from Tenable, threat intelligence, and data science for easy to understand risk scores.

- **Data-Driven Policies**
  Create informed segmentation policies based on rich vulnerability data.
Guardicore's integration with Tenable.io is bidirectional, which allows tags to be added or removed in Centra based on the remediation status in Tenable.io.

Additionally, asset data discovered by Guardicore, but not yet configured in the Tenable.io management console, will be made available for scanning.

Using Guardicore and Tenable.io's integrated solution, organizations can identify, prioritize and quickly address risks to their organization, improving their security posture.

Integration Support
https://www.guardicore.com/support/

Create and manage segmentation policies based on risk factor.

Using Guardicore and Tenable.io's integrated solution, organizations can identify, prioritize and quickly address risks to their organization, improving security posture.

Protection across any complex environment
www.guardicore.com

About Tenable
Tenable®, Inc. is the Cyber Exposure company. Over 30,000 organizations around the globe rely on Tenable to understand and reduce cyber risk. As the creator of Nessus®, Tenable extended its expertise in vulnerabilities to deliver the world’s first platform to see and secure any digital asset on any computing platform. Tenable customers include more than 50 percent of the Fortune 500, more than 30 percent of the Global 2000 and large government agencies. Learn more at www.tenable.com.

About Guardicore
Guardicore delivers easy-to-use Zero Trust network segmentation to security practitioners across the globe. Our mission is to minimize the effects of high-impact breaches, like ransomware, while protecting the critical assets at the heart of your network. We shut down adversarial lateral movement, fast. From bare metal to virtual machines and containers, Guardicore has you covered across your endpoints, data centers and the cloud. Our software-based platform helps you become more secure to enable your organization’s digital transformation. For more information, please visit www.guardicore.com or go to Twitter or LinkedIn © 2021 Guardicore Ltd. All rights reserved.